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Abstract of the contribution:

This contribution is a re-submission of S3-131417, which was postponed at SA3#84bis due to lack of time. S3-131417 was presented at NSA conf call #8 without receiving any comments. The only change of the present contribution is that the placeholder '10.z' has been replaced with '10.2'.

It is explicitly stated for solution 2.6 that it applies also to key issue 3.1. Hence, there should be a mirror of solution 2.6 in security area #3, just like there is a mirror of solution 3.1 in security area #2. 

We therefore add a new solution to security area #3 that consists in a mere reference to solution 2.6. The purpose is to enable a separate evaluation of this solution against key issue 3.1. We add this evaluation and hereby refer to solution 10.2.
----------------------- start of pCR to TR 33.899, v050 -----------------------

5.3.4.z
Solution #3.z: "Binding a serving network public key into the derivation of the radio interface session keys"
5.3.4.z.1
Introduction  

This solution addresses Key Issue #3.1: Interception of radio interface keys sent between operator entities.
5.3.4.z.2
Solution details  

The solution is identical to solution 2.6.
5.3.4.z.3
Evaluation 

Solution #10.2 "Public-key encryption of keys in authentication vectors" also addresses key issue 3.1. It has the advantage over solution 3.z that it works under the same prerequisites as, but does not affect the radio interface, which is a scarce resource. 
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